Document 02.3.
A Guide to Managing a 
Safety or Security Incident

Below are the main steps and recommendations to managing security incidents: 
Definitions
Manager must understand what constitutes a safety or security incident. Incidents vary; some are safety-related, some are security-related (which involves an intention to cause harm), some are important, and some can be very serious and thus amount to an emergency or a crisis. A crisis would be managed following instructions contained in the Crisis Management Systems and Cycles (document 02.4).
Crises are circumstances that constitute a serious threat to the organization and pose extraordinary task demand, which require coordinated actions to be taken under conditions of uncertainty and time pressure. It is important to correctly categorize the incident. For some clearly defined cases, the activation of a crisis management mechanism will be needed. 
Stages of Security/Safety Incident Management

Remember that witnesses of an incident may be under severe emotional stress which may cloud their judgement and decision-making. Staff may also de-prioritize their own safety and well-being for the sake of others, or even operations. 

In your preliminary analysis, it is recommended that your questions be limited and focused on gathering critical and immediately actionable information. 
As a manager, you are expected to take decisions on actions to be taken and to advise staff accordingly. It is important that managers remain calm, non-judgmental and refrain from jumping to quick conclusions. 




Stage 1: Is everyone safe?

When staff report an incident, your immediate focus is on the safety and security of persons and teams directly concerned. Direct staff and volunteers away from the unsafe area before requesting more detailed status updates.
If staff move to safer area, determine/agree on next contacts (i.e., radio, phone). In case teams are separated ensure/keep contacts with all separated members/groups. 
Establish if any team member is missing or injured? 
Establish if people other than team members are injured/affected as a result of the team’s action (i.e., a car accident involving the field team whereby villagers/community members are injured). 

Stage 2: Status Update 

Once teams are safe, details of the incident are gathered. Below are some non-exhaustive key questions to that effect. There is no strict order to these questions. 
It is recommended to take notes and to address each question completely before moving to the next.  This require focus, considering that (depending on the gravity of the incident) concerned staff and volunteers might be emotionally affected and not in a position to structure information gathering themselves.  

· What happened? How Did It Happen? When did it happen? 
· Who was involved? 
· Where did the incident happen (as detailed as possible)?
If staff has not returned to base confirm/establish their current location
· What actions have you taken already? (First aid; call in emergency services; informed authorities and/or other entities…).
· What do you need? 

Make sure you have the details of further field movements (for example from current location to base), such as itinerary, team members, vehicles. 
Discuss with the team on the next steps (make sure there is no misunderstanding). 

If during an incident, vehicles, laptops, mobile phones, documents, cash, identification material, or other items are taken, assess on immediate measures to be taken. 

Stage 3: Decision-Making and Action 

Based on information gathered, decisions are taken. Decisions are specific and clear. The manager ensures internal information flow. H/She also consults with colleagues if need be. 


[bookmark: _Hlk64918447]Stage 4: Debriefing

Distinguish emotional from operational debriefing. Operational debriefing concerns feed-back on operational work. Emotional debriefing is necessary after a security incident and focuses on the effect of the incident on staff members. 
If feasible, it is helpful to prepare and conduct emotional debriefs with a professional. 
During debriefs ensure a supportive and encouraging environment.  

Stage 5: Incident Reporting

Any security incident should be subject to a written report. The report needs to be entered in a database that is accessible to security staff and managers. The report should be as detailed as relevant and provide recommendations. The report is an indispensable document to improve security management. 
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